***ПАМЯТКА ДЛЯ РОДИТЕЛЕЙ «БЕЗОПАСНОСТЬ ДЕТЕЙ В ИНТЕРНЕТЕ: ВОЗРАСТ И ЭТАПЫ РАЗВИТИЯ»***

 В нашем современном мире пользователи Сети становятся все моложе. Благодаря Интернету дети открывают для себя новый мир, получают огромное количество информации, знакомятся и общаются, занимаются творчеством. У детей дошкольного возраста обычно открытая натура и положительный взгляд на мир. Они не только хотят вести себя хорошо, но и доверяют авторитетам и редко в них сомневаются.

Безопасность в Интернете детей от 2 до 5 лет

 В этом возрасте дети уделяют собственно Интернету мало внимания. Однако онлайновые изображения и звуки могут стимулировать воображение и развивать фантазию ребенка.

*ЧТО РЕБЕНОК МОЖЕТ ДЕЛАТЬ В ИНТЕРНЕТЕ*:

 Родители, а также старшие братья и сестры, могут выходить в Интернет вместе с дошкольниками для посещения детских сайтов и игр, общения по скайпу с родными и близкими.

Опасности сети «Интернет» можно разделить на 3 основные категории:

1.Информация, которую ребенок просматривает самостоятельно, находясь в Интернет-пространстве.

2.Противоправные действия ребенка.

3.Действия Интернет-злоумышленников.

В последнее время, наиболее опасными для детей являются: педофилы, сектанты, интернет-аферисты, кибербуллеры и современные преступные сообщества. Педофилы находят своих жертв в сервисах Интернет-общения, после чего, дети становятся объектами разврата и иных преступлений против половой неприкосновенности. Сектанты пропагандируют нетрадиционные, асоциальные отношения и ценности, суицид, а также иные социально-опасные проявления, интернет-аферисты (мошенники, онлайн- игроки и пр.) прививают детям склонность к играм и азарт, выманивают у детей конфиденциальную информацию родителей, а также ставят ребенка в материальную и иную зависимость. Кибербуллинг — это Интернет-унижение и Интернет-травля со стороны злоумышленников. Является способом «психологической разгрузки» для неадекватных пользователей Интернета.

*СОВЕТЫ ПО БЕЗОПАСНОСТИ*

Дети этого возраста должны выходить в Интернет только под присмотром родителей. Добавьте сайты, которые вы часто посещаете, в список Избранное, чтобы создать для детей личную интернет-среду. Используйте рассчитанные на детей поисковые машины (наподобие MSN Kids Search) или поисковые машины с фильтрами информации. Используйте средства блокирования нежелательного материала (например, MSN Premium's Parental Controls) как дополнение (не замену) к родительскому контролю. Помогите защитить детей от назойливых всплывающих окон с помощью специальных программ. Это функция также встроена в Windows XP с последним обновлением и в панель инструментов MSN. Когда маленькие дети начинают осваивать Сеть, остальные члены семьи должны служить для них примером.